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Grooming
The process by

which individuals or groups 
build trust

and manipulate vulnerable  
people, often young people 
or those at risk, to influence, 

exploit, or control them.
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The ability of individuals 
individuals to use digital 
technologies effectively, 
safely, and critically to 

access, manage, create, 
and communicate 

information.

Digital 
literacy

Influencers

Individuals who who have 
the power to affect the 

opinions, behaviours, and 
purchasing decisions of 
their followers through 

social media platforms, 
blogs, or other digital 

channels.
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Algorithm

Misinformation

Deliberately false or 
manipulated information 
shared with the intent to 

mislead, cause
harm, or influence opinion

or behaviour. It is often used
to fuel division, undermine trust 

in institutions, or radicalise 
individuals.

Disinformation

False or misleading 
information shared without 

the intent
to deceive. It is often
spread by individuals

who believe it to be true
but may lack the skills or 
knowledge to verify it.

A clear and
logical sequence of

steps that can be
followed to solve a 

problem or complete a 
task, especially within 

programming and 
computing contexts.
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website that
enables users to create, share,
access, or interact with content
or services over the internet.

Algorithm
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Image 1 

What do you 
think this 
image 
represents? 

Image by Gerd Altmann from Pixabay



Image 2 

What do you 
think this image 
represents? 

Image credit: Nomad_Soul
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What do you 
think this 
image 
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Image credit: sonmez karakurt



Image 4 

What do you 
think this 
image 
represents? 

Photo credit: StreetMic LiveStream, CC BY 3.0 <https://creativecommons.org/licenses/by/3.0>, via Wikimedia Commons



Debate Reflection Handout 
Use this space to note down some of your reflections following the debate: 

Arguments FOR social media companies being more responsible for 
monitoring extremist content: 

Arguments AGAINST social media companies being more responsible for 
monitoring extremist content 

Your personal view: 

Did anyone/anything change your mind or adjust your view? 
Yes / No / Not sure 

What did you learn from the other team? 
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Case study – Jamie’s story 
Jamie is a 15-year-old who enjoys online gaming and spending time on social media 
platforms. Over the past several months, Jamie has increasingly withdrawn from 
offline friendships and become more involved in a private Discord server dedicated 
to gaming. While the group initially shared gaming tips and funny memes, over time, 
the content began to shift.

Some of the older members in the server regularly posted memes, videos, and links 
to livestreams containing extreme political messages. At first, Jamie saw this material 
as just ‘edgy’ humour designed to provoke reactions. However, the repetition of 
similar ideas, blaming specific groups for social problems and glorifying violence 
started to influence Jamie’s views.

The group members encouraged Jamie to follow certain online influencers who 
promoted conspiracy theories and violence. They directed Jamie to carefully 
curated websites and private channels that presented biased information often 
mixing half-truths with outright misinformation. These platforms made Jamie feel part 
of a community with ‘special knowledge’ that outsiders did not understand.

Gradually, Jamie started to see the world through the lens promoted by the online 
group. Group chats regularly framed immigrants, religious minorities, and people with 
different political opinions as ‘the enemy’, accusing them of deliberately destroying 
society. Violence was increasingly discussed as a legitimate or heroic way to ‘fight 
back’.

Jamie's behaviour offline began to change. Friends and teachers noticed that 
Jamie became more irritable, withdrawn, and suspicious of others. Jamie started 
using new phrases and slogans picked up from the online group, expressing hostility 
towards people Jamie had never previously talked about negatively. When a friend 
gently challenged these ideas, Jamie reacted defensively, accusing them of being 
‘brainwashed by the mainstream’.

Jamie’s parents remain unaware as Jamie has become secretive about online 
activity and dismissive of concerns.

One of Jamie’s close friends is now genuinely worried. They have noticed how the 
online content has escalated from provocative jokes to open calls for hatred and 
violence, but they are unsure how to help Jamie or who to tell.



Video script 

If I’m honest, I think most people are a waste of space. I don’t like many of the 
students and I really don’t like my tutors. They think they know it all, but they have got 
no idea. I learn more from being online in 5 minutes them they try and teach me in a 
week. I mean, why do people actually have to go to a college? To sit in a  
classroom, bored? To get bullied in a corridor? To get laughed at? Don’t need it.  

The other day I actually Googled ‘why are people cruel?’. Spent ages looking at 
what people were saying:  ‘It’s human nature’, ‘It’s survival of the fittest’... Pretty 
depressing. 

There were some messed up videos on there as well. I couldn’t stop watching. Under 
this one I liked, I posted ‘No one gets me either ’. In literally seconds someone hit me 
back and said they felt the same. We started messaging loads, just like that.  

I joined this Discord chat thing. Everyone was proper nice to me. They get why I hate 
most people – ‘cos they do as well. I mean, some of the stuff that they shared was 
pretty out there but, at last, I reckon I’ve found some pretty cool friends. 

It’s so weird when you think about it. I have closer friends that I have actually never 
met than most idiots I know in real life. Online, I feel like they totally get me. I share 
loads of stuff with them.  

Now, all this mad stuff just appears in my feed without me even having to search 
hard for it. This guy in America said to me ‘you are smart to question things, most 
people are brainwashed’. They are, right? You know most people are. He sent me a 
hard core video though. It was someone live streaming shooting up a school where 
he lives. It was a hard watch but at the same time I couldn’t stop. In the comments 
someone said, 
‘where’s next?’ I thought, ‘hmmm, I know’. 
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